
Take your  
training to 
the next  
level with  
Enterprise

Bad actors are getting increasingly 
skilled at exploiting human emotions 
to deliver malicious payloads and the 
consequences are getting more  
expensive. According to IBM, the average cost
of a data breach in Canada is about $7.43 million1. 
Teams who want to get serious about reinforcing 
their human cybersecurity layer need to have the 
best tools and training systems in place. And that’s 
just what Enterprise offers.
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Cybersecurity Awareness Training

Query builder 
Slice through your data 
for the best insights. 
Automatically generate 
reports in the formats  
you need.

Gamification 
Leverage competitions, 
social proof and positive 
reinforcement. Build a 
strong cybersecurity  
culture with competition.

Remediation paths 
Create and assign  
remediation courses and 
workflows for specific 
scenarios. Automate  
your incident response.

API 
Streamlined data  
management, real- 
time synchronization 
and enhanced  
reporting and analytics.

WHAT YOU GET  
WITH ENTERPRISE 

Enterprise is for organizations  
looking to customize and finely  
tune their cybersecurity program 
to fit their organization’s specific 
needs. Leverage automation, gain 
access to more powerful reporting 
tools and level up the gamification 
of your cybersecurity awareness 
training program. 

1Amount in CAD - Cost of a Data Breach Report 2022, IBM

CIRA HAS PARTNERED 
WITH RMA INSURANCE 

to offer free cybersecurity awareness 
training to help employees identify  
phishing, malware and follow data  
security best practices, reducing  
human error and enhancing  
cyber resilience.

SIGN 
UP 
NOW
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EXPLORE ALL  
OUR PRODUCTS 
cira.ca/cybersecurity

SCAN THE QR CODE OR EMAIL  
victoria@rmainsurance.com

Feature Phish only Standard Enterprise

Large phising template library

Random automated phishing

Phish reporting button

Administrative dashboard

User sync integration

SSO and MFA

Personal dashboard •
Personalized risk score •
Personal engagement score •
Third party exposure checks •
Best practice security awareness program •
Course library •
Easily customize or create courses •
Newsletters •
Risk management •
NIST report •
Powerful reporting •
Curriculums •
Workflows •
Branded dashboard •
Granular access control •
API connection • •
Competitions • •
Survey builder • •
Upload and assign policies • •
Remediation paths • •
Enterprise video courses • •
Query builder • • Analyst
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Dashboard highlights • • •
Automated email triage • • •
Defang and deploy real phishing emails • • •
Custom rules • • •
Configuration • • •
Analyzer ML machine learning • • •

WHO WOULD BENEFIT 
FROM ENTERPRISE? 

CIRA’s Enterprise  
Cybersecurity Awareness 
Training package is best 
suited to teams who  
need to: 
• Automate and customize

their cybersecurity awareness
training program

• Leverage enhanced
engagement features

• Integrate of training data into
other reporting programs

• Implement additional
automated measures for
high-risk users

• Manage company security
policies in one place

Looking to take advantage of 
CIRA Cybersecurity Awareness 
Training’s Enterprise features?

Ķearn  more about how Enterprise 
can help  strengthen your 
organization’s human layer of 
cybersecurity.

cira.ca/cybersecurity
http://www.cira.ca/cybersecurity
cybersecurity.services@cira.ca



